
Resolution GA/3/1.1

General Assembly Third Committee
Co-sponsors: Republic of Benin, Federative Republic of Brazil, Burkina Faso, Republic of Chile,
People’s Republic of China, Republic of Croatia, Czech Republic, Republic of Ecuador, Republic
of Equatorial Guinea, Georgia, Hellenic Republic, Grenada, Republic of India, Republic of
Malawi, Federated States of Micronesia, Republic of the Philippines, Republic of the Sudan,
Kingdom of Sweden, Swiss Confederation, Oriental Republic of Uruguay, Republic of Uzbekistan

Topic: Countering the use of information and communications technologies for
criminal purposes

Alarmed by how many people are not educated about cybercrime,

Deeply concerned by the amount of cybercrime around the world,

Fully aware that if all member states don’t take action cybercrime will increase,

Encouraging all to help stop cybercrime,

Realizing that all member states need to stop cybercrime by using new defenses,

Alarmed by how many people are affected by cyberattacks,

Fully aware that cybercrime needs to be prevented using strategic solutions,

Aware that people's privacy needs to be protected using safe websites to prevent privacy and

property loss,

Realizing that a tremendous amount of people are relying on Information Communication

Technologies,

Deeply concerned about the overuse of AI,

Creating Organizations and Tech to Establish Defence against Cybercrime
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1. Suggests using safe, secure, and trusted websites created by government-owned
organizations;

2. Considers making fundraisers to build cybercrime safety schools;
3. Encourages governments to donate money for firewalls and security;
4. Urges developed countries to fund an education program for citizens in poor member

states;

Raising Awareness and Education about Cybercrime

5. Encourages people to start/create a lesson to teach people how to prevent Cyber
Crimes;

Protection, Laws, and Aid to Prevent Cybercrime

6. Strongly believes that personal identification should be established on websites securing
personal data;

7. Urges citizens to utilize two-step verifications for passwords;

Creating Safe Websites to Stop Cybercrime

8. Expresses its hope that high-tech companies collaborate with governments to create
safe websites;

9. Encourages funding for cybersecurity to build firewalls;
10. Further requests member states to stop the use of untrusted technological companies.
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